
  

Quick Guide: Harris Web Client for Secure MFT File

Transfer and Self-Service Photo Upload

The Harris Web Client used for Self-Service Photo Upload has been

expanded to offer secure file sharing. The Harris Web Client now

offers users the ability to send and receive files securely using MFT

file transfer.

Files that contain Personally Identifiable Information (PII), should

not be shared through email (unless encrypted) or attached to

support tickets. PII is considered to be any information that can be

used to distinguish or trace an individualâ€™s identity either alone

or when combined with other personal or identifying information.

Harris Web Client URL: https://mft-ipass.iharriscomputer.com/

IMPORTANT NOTE: You will need to login with your Harris Web

Client credentials. If you do not have these already for uploading

photos, please submit a ticket to iPass Support requesting them.

Harris will require that you provide a group email address. 

** See attached PDF Document. **
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